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■People
We periodically conduct phishing email drills to raise the security 

awareness of employees. The information security awareness of each 

employee is vital to protecting information. We share the latest trends 

and case studies on security, and engage in awareness-raising activities 

to provide knowledge about security threats and recommend initial 

actions to be taken when a 

threat materializes.

■Systems
We have installed a Security Operation Center (SOC) and built a 

monitoring system that operates around the clock. 

We have also developed multi-layered intrusion prevention and 

countermeasure systems, and are prepared to deal with 

information leakage such as social engineering and other forms of human 

error, as well as cyber attacks coming from outside the Group.

Initiatives to address cyber security also reflect the demands of society, and we believe they contribute not only to Musashi but 

to the development of society as a whole. Based on the ISO 27001 standard and JAMA/JAPIA guidelines, we have issued our 

own security guidelines and are working to enhance the level of cyber security countermeasures Groupwide while 

implementing efficient inspections.
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